The World's First Program Focused il odk .Y o= s CEU
on Compliance & Cybersecurity [CERTIFIED SECURITY) | HIMSS 16
COMPLIANCE SPECIALIST Hours

APPROVED

EDUCATION
PARTNER

Virtual | On-site | Public Schedule

Distinguish Yourself in C S C S Certified Security
the Marketplace Compliance Specialist™

Get the CSCS™ Credential! Just having a background in IT or information security is not
sufficient anymore for the challenges of business today. Employers are looking for

individuals who not only have IT skills but also understand compliance regulations that

@cﬂrst

impact their industry and business — because these are priorities that must be met. Expitafion Date: August 15, 2025

Learning Objectives \S0 27001

@ Step through industry standards such as PCI DSS, GDPR, ISO 27001, HIPAA,
and FISMA.

@ Evaluate America’s standard for compliance: NIST guidance and special
publications.

@ Understand U.S. state government information security mandates
(e.g. Texas, California, New York and others).

@ Explore best practices to build a credible compliance and cybersecurity program.

Target Audience

The CSCS™ program is of value to compliance professionals and managers, information security officers, security
practitioners, privacy officers, internal compliance auditors and senior IT professionals.
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Tons of information

@ Module 1: State of Cyb it
oauie z-a-e of Lybersecuty @ delivered at a good pace
@ Module 2: Critical Issues of Today (/ Slides packed with relevant information @
@ Module 3: Regulations and Frameworks: Getting Started ﬁ)netegrlwgsr'_?gvg;'gﬁ; E;Ig gms
@ Module 4: ISO/IEC 27K Series Fantastic interaction with the instructor

CSCS Academy Portal was easy to navigate
Will help us build a credible cyber program
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Module 5: PCI DSS

@ Module 6: Healthcare Information Security Regulations eExcellent c s c sm Up-to-date
@ Module 7: U.S. Federal Regulations reference grrressecory] & thorough
material COMPLIANCE SPECIALIST materials
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Module 8: NIST Frameworks and Guidance

Module 9: U.S. State Regulations Interactlve, well paCEd

Enthusiastic, well prepared instructor
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@ Module 10: GDPR INnstructor kept us engaged
@ Module 11: Incident Response Plan (IRP) Cybersecurity content provided
@ Module 12: Business Continuity Plan (BCP) Cz;/:;igr':::l:ﬂf;?;:’:,::fss

Instructor insight was
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