In this executive brief we examine regulatory compliance requirements and their impact on technology and security initiatives within organizations. We specifically review the following legislations:

- Sarbanes-Oxley (SOX)
- Payment Card Industry (PCI)
- Federal Information Security Management Act (FISMA)
- Health Insurance Portability and Accountability Act (HIPAA)
- Food and Drug Administration’s Title 21 CFR
- Basel II and several other international regulations including PIPEDA

We also review privacy legislations enacted by several state governments in the United States. We then examine the COSO and COBIT frameworks as well as the ISO 27001 and 17799:2005 Standards. Next, we review the importance of contingency planning, its requirement in legislations and international standards. Finally, we establish best practice recommendations for enabling an enterprise that meets compliance requirements and whose information infrastructure security is resilient, robust and roving.
This Executive Brief is based on content that was developed by ecfirst.com Academy for the Certified Security Compliance Specialist™ (CSCS™) program. This is an in-depth 2-day program that is presented once a month in select cities across the United States by Ali Pabrai, chief executive, ecfirst.com, an Inc. 500 Business and a firm endorsed by the American Hospital Association (AHA).

The schedule and detailed information about the Certified Security Compliance Specialist™ (CSCS™) program is available at [www.ecfirst.com](http://www.ecfirst.com).
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